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FBI/CIA INTELLIGENCE ANALYTICAL
PROCESSES

SIMPLE with HIDDEN COMPLEXITY
USE CASE + BUSINESS RULES BASED
NO EXPERIENCE NECESSARY

HISTORICAL DATA — SOCIAL, DARK, WEB
(30+ platforms)

INVESTIGATION, DAILY, NEAR REAL TIME +
EXPERT ON DEMAND
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Price of Computing Power
Lowest Price for 30 Petaflops
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U.S. INTELLIGENCE
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CORPORATE INTELLIGENCE

2 ThreatMinder

Inside Out versus
Outside In
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Business Rules Application

- Brand/Asset Monitoring

- Security/Theft Notification
- Legal Compliance

- Human Resource Insight

- Fraud/Counterfeiting
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Intelligence Distilled

- No False Positives

- 30+ Platforms

Core Uses
- Point, Sweep, Radar + Expert On-Demand

Use Case Driven Cross Org

- HR, Security, Legal, Marketing

Tech + People

- Easy, Simple, Powerful, Time Saving
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COVERAGE FOR ENTIRE CYCLE

TARGETED RISK ASSETS

Understand which employees
may leave, which may ‘trash’
you, which may steal

OFF-BOARDING/ALUMNI

COMPLETE CORPORATE COVERAGE Continue to understand what
ex-employees, locations and

more are doing even after
Covering employees and all valuable corporate pieces leaving the company

Locations, crime, products, brands, executives, travel

ONBOARD

Enhanced background check

to limit ‘bad hires’.

Find hidden background info,

posts about candidate CODE OF CONDUCT

Ensuring compliance to mandated training and
Code of Conduct requirements

HIRED FRAUD, INSIDER THREATS

Data driven analysis as to each person, brand,
location to monitor.

Limiting risk and possible liability from:
Disability fraud, stolen IP, and more

Ongoing analysis — to ensure
compliance across legal, HR, and
corporate processes
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THREATMINDER USE CASES

Hacking Pre-Hire Checks IP Theft Executives Protests Brand
Insider Threats Investigations Disability Fraud Code of Conduct Locations Troubled Users
Stolen IP/Goods Critical Employees  Distribution PIl Information Events/Offsites  Pre-Screen Attendees
Fraud ID Executives Credit Checks Outside Groups
Geo-Location High Stress Jobs HR Retirees
Legal & Compliance Known Troubled
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“The definition of intelligence is
the ability to draw from a
broad set of data and sources
and to find a common thread,

an inference or insight from the
whole that creates a new and

unique perspective.”

- Bill Gates
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THREATMINDER INTELLIGENCE CORE

Michael Sulik
CIA, Operations

Mike Rochford
FBI, Insider Threats

John Slattery
FBI, FCI
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David Szady
FBI, Asst. Director, FCI

Kevin Favreau
FBI, Threat Monitoring

Rick Smith
FBI, San Francisco
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THANK YOU

Brian D. Szady
FOUNDER

858-405-2645

brian@threatminder.com
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