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“To the past, or to the future. To an age when firmware is 
transparent. From the age of the DMCA, from the age of the 
tyrannous embedded device vendor, from a de-obfuscator of 
the secret sauce… greetings!”
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