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There is provided mechanisms for mitigating interference in
a communications network. A method is performed by a
network node. The method comprises obtaining a packet.
The packet has been wirelessly received in an uplink direc-
tion by a transmission and reception point of the network
node and from a packet sender. The packet is indicative of
scheduled transmission of a further packet within a pre-
defined time interval from the transmission and reception
point has wirelessly received the packet. The method com-
prises determining beamforming weights such that interfer-
ence caused by transmission from the transmission and
reception point of the network node in a downlink direction
being reversed to the uplink direction is less than a threshold
interference value. The method comprises initiating trans-
mission in at least one beam using the determined beam-
forming weights. The beamforming weights are used for the
transmission at least within the predefined time interval.
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INTERFERENCE MITIGATION IN A
COMMUNICATIONS NETWORK

TECHNICAL FIELD

[0001] Embodiments presented herein relate to a method,
a network node, a computer program, and a computer
program product for mitigating interference in a communi-
cations network.

BACKGROUND

[0002] In communications networks, there may be a chal-
lenge to obtain good performance and capacity for a given
communications protocol, its parameters and the physical
environment in which the communications network is
deployed.

[0003] For example, one issue concerns so-called over-
lapping basic service sets (OBSSs). In general terms, a basic
service set (BSS) can be defined as a transmission and
reception point (TRP), such as an access point (AP), con-
trolled by a network node (NN) and providing network
access in a coverage region. The basic service set could
operate so as to provide network access according to an
IEEE 802.11 based wireless local area network (WLAN)
standard. When two or more BSSs with overlapping fre-
quency intervals, or channels, have a network coverage
overlap, they become what are known as OBSSs and might
thus potentially interfere with each other. Orthogonal chan-
nels might be assigned to neighboring BSSs in order to avoid
interference. However, in dense deployments where the
density of BSSs outnumbers the number of available chan-
nels, or frequency intervals, channels (or frequencies) have
to be reused and hence, OBSS is inevitable. Also served
terminal devices, such as stations (STAs) might cause inter-
ference in the OBSS and compete for channel access. This
type of co-channel interference might cause performance
loss in communications networks.

[0004] One type of transmit beamforming was introduced
in the standard IEEE 802.11ac, replacing many different
beamforming options introduced in the standard IEEE 802.
11n. According to the standard IEEE 802.11ac, the direction
of a transmit beam is computed based on Channel State
Information (CSI) measurements obtained in a sounding
procedure between the beamformer (transmitter) and beam-
formee (receiver). Typically, but not necessarily, the TRP
will act as beamformer and served terminal devices as
beamformees.

[0005] The 802.11ac standard proposes the use of beam-
forming based on so-called null data packet (NDP) sounding
in order for the beamformer to obtain an estimate of the
channel. The beamforming at the beamformer then depends
on this channel estimation procedure for determining how to
radiate energy in a desired direction.

[0006] A summary of channel sounding based on NDP
will be summarized next with reference to FIG. 1.

[0007] S1. The beamformer transmit an NDP announce-
ment frame 10 with the purpose of gaining control of the
channel. The terminal devices receiving the NDP announce-
ment frame 10 but not addressed by the NDP announcement
frame 10 will then defer channel access in order to avoid
interference.

[0008] S2. The beamformer transmits an NDP frame 20.
The structure of this frame is equivalent to a regular data
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frame but with the data part removed. Hence, the NDP frame
20 mainly comprises training signals through which the
channel can be estimated.

[0009] S3. The beamformee receiving the NDP frame 20
estimates the channel by measuring on the training part of
the NDP frame 20 and feeds back the estimated channel
information to the beamformer in a feedback frame 30. The
beamformer receives the feedback from the beamformee in
the feedback frame 30 and determines the beamforming
directions.

[0010] The above disclosed sounding procedure intro-
duces high overhead and the gain from beamforming might
be lost unless a large amount of data is transmitted.

[0011] One way to ensure a longer transmission period
when beamforming is used, is to use a so called Transmis-
sion Opportunity (ITXOP). The network node can then
reserve the channel for a comparatively long time period,
e.g. 8 ms, and within this time period perform the sounding
procedure and transmit multiple packets with beamforming
without having to contend for accessing the channel. This
will improve the efficiency of the beamforming procedure.
[0012] After the beamforming training procedure, the
beamformed downlink transmission from the TRP in the
BSS starts. However, there is still a possibility that interfer-
ence is created.

[0013] Hence, there is still a need for an improved han-
dling of interference in a communications network.

SUMMARY

[0014] An object of embodiments herein is to provide
efficient mitigation of possible interference in a communi-
cations network.

[0015] According to a first aspect there is presented a
method for mitigating interference in a communications
network. The method is performed by a network node. The
method comprises obtaining a packet. The packet has been
wirelessly received in an uplink direction by a transmission
and reception point of the network node and from a packet
sender. The packet is indicative of scheduled transmission of
a further packet within a predefined time interval from the
transmission and reception point has wirelessly received the
packet. The method comprises determining beamforming
weights such that interference caused by transmission from
the transmission and reception point of the network node in
a downlink direction being reversed to the uplink direction
is less than a threshold interference value. The method
comprises initiating transmission in at least one beam using
the determined beamforming weights. The beamforming
weights are used for the transmission at least within the
predefined time interval.

[0016] According to a second aspect there is presented a
network node for mitigating interference in a communica-
tions network. The network node comprises processing
circuitry. The processing circuitry is configured to cause the
network node to obtain a packet. The packet has been
wirelessly received in an uplink direction by a transmission
and reception point of the network node and from a packet
sender. The packet is indicative of scheduled transmission of
a further packet within a predefined time interval from the
transmission and reception point has wirelessly received the
packet. The processing circuitry is configured to cause the
network node to determine beamforming weights such that
interference caused by transmission from the transmission
and reception point of the network node in a downlink
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direction being reversed to the uplink direction is less than
a threshold interference value. The processing circuitry is
configured to cause the network node to initiate transmission
in at least one beam using the determined beamforming
weights. The beamforming weights are used for the trans-
mission at least within the predefined time interval.

[0017] According to a third aspect there is presented a
network node for mitigating interference in a communica-
tions network. The network node comprises an obtain mod-
ule configured to obtain a packet. The packet has been
wirelessly received in an uplink direction by a transmission
and reception point of the network node and from a packet
sender. The packet is indicative of scheduled transmission of
a further packet within a predefined time interval from the
transmission and reception point has wirelessly received the
packet. The network node comprises a determine module
configured to determine beamforming weights such that
interference caused by transmission from the transmission
and reception point of the network node in a downlink
direction being reversed to the uplink direction is less than
a threshold interference value. The network node comprises
an initiate module configured to initiate transmission in at
least one beam using the determined beamforming weights.
The beamforming weights are used for the transmission at
least within the predefined time interval.

[0018] According to a fourth aspect there is presented a
system for mitigating interference in a communications
network. The system comprises at least one network node
according to any of the second and third aspects.

[0019] According to a fifth aspect there is presented a
computer program for mitigating interference in a commu-
nications network, the computer program comprising com-
puter program code which, when run on a network node,
causes the network node to perform a method according to
the first aspect.

[0020] According to a sixth aspect there is presented a
computer program product comprising a computer program
according to the fifth aspect and a computer readable storage
medium on which the computer program is stored. The
computer readable storage medium could be a non-transitory
computer readable storage medium.

[0021] Advantageously this method, these network nodes,
this system, this computer program, and this computer
program product provide efficient mitigation of possible
interference in the communications network.

[0022] Advantageously this method, these network nodes,
this system, this computer program, and this computer
program product allows neighboring TRPs to transmit infor-
mation simultaneously as terminal devices or other TRPs
that receive beamformed data, without the transmission
from the neighboring TRP causing significant interference at
the terminal devices or other TRPs.

[0023] Advantageously this method, these network nodes,
this system, this computer program, and this computer
program product enable spatial reuse, where two or more
TRPs can provide access in the same coverage region
without causing mutual interference.

[0024] Generally, all terms used in the claims are to be
interpreted according to their ordinary meaning in the tech-
nical field, unless explicitly defined otherwise herein. All
references to “a/an/the element, apparatus, component,
means, module, step, etc.” are to be interpreted openly as
referring to at least one instance of the element, apparatus,
component, means, module, step, etc., unless explicitly
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stated otherwise. The steps of any method disclosed herein
do not have to be performed in the exact order disclosed,
unless explicitly stated.

BRIEF DESCRIPTION OF THE DRAWINGS

[0025] The inventive concept is now described, by way of
example, with reference to the accompanying drawings, in
which:

[0026] FIG. 1 schematically illustrates null data packet
channel sounding in a communication network;

[0027] FIGS. 2, 3 and 4 are schematic diagrams illustrat-
ing communication networks according to embodiments;

[0028] FIG. 5 is a flowchart of methods according to
embodiments;
[0029] FIG. 6 is a schematic diagram showing functional

units of a network node according to an embodiment;
[0030] FIG. 7 is a schematic diagram showing functional
modules of a network node according to an embodiment;
and

[0031] FIG. 8 shows one example of a computer program
product comprising computer readable storage medium
according to an embodiment.

DETAILED DESCRIPTION

[0032] The inventive concept will now be described more
fully hereinafter with reference to the accompanying draw-
ings, in which certain embodiments of the inventive concept
are shown. This inventive concept may, however, be embod-
ied in many different forms and should not be construed as
limited to the embodiments set forth herein; rather, these
embodiments are provided by way of example so that this
disclosure will be thorough and complete, and will fully
convey the scope of the inventive concept to those skilled in
the art. Like numbers refer to like elements throughout the
description. Any step or feature illustrated by dashed lines
should be regarded as optional.

[0033] FIG. 2 is a schematic diagram illustrating a com-
munications network 100a where embodiments presented
herein can be applied. The communications networks 100a
comprises network nodes 200qa, 2005, each of which having
its own TRP 400a, 3005 for serving terminal devices 3004,
3005, 300c, 300d, 300e in a respective coverage region
500a, 5005. Each network node 200a, 2005 and its TRP
400a, 4005 might form a respective BSS. In this respect it
is for illustrative purposes assumed that terminal devices
300q, 3005, 300¢ are served by network node 2005 and that
terminal devices 3004, 300¢ are served by network node
200a.

[0034] There could be different examples of network
nodes 200q, 2005. Examples include, but are not limited to,
radio access network nodes, radio base stations, base trans-
ceiver stations, node Bs, evolved node Bs, g node Bs, access
points, and access nodes.

[0035] There could be different examples of terminal
devices 300qa, 3005, 300c, 3004, 300e. Examples include,
but are not limited to, portable wireless devices, mobile
stations, mobile phones, handsets, wireless local loop
phones, user equipment (UE), smartphones, laptop comput-
ers, tablet computers, network equipped vehicles, modems,
and network equipped sensors.

[0036] Above it has with reference to FIG. 1 been dis-
closed how a beam training procedure can be performed in
order for the beamformer to determine beamforming
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weights for subsequent data transmission to its served ter-
minal devices. After the beamforming training procedure,
beamformed downlink transmission is thus assumed to start.
However, transmission from one TRP 400a may cause
interference in another BSS. For example, transmissions
from a TRP 400q in a neighboring BSSs might interfere with
the transmission of TRP 4005 during its TXOP period, thus
potentially causing interference.

[0037] As in the illustrative example of FIG. 2, the cov-
erage regions 500a, 5005 partly overlap and the BSSs might
thus be regarded as defining an OBSS. For example, termi-
nal device 300q is assumed to be served by TRP 4005 of
network node 2005 (and thus therefrom receive beamformed
downlink (DL) transmission), but might receive transmis-
sion acting as interference from TRP 400qa of network node
200qa. This is illustrated in more detail in FIGS. 3 and 4.

[0038] FIG. 3 is a schematic diagram illustrating a com-
munications network 1006 where embodiments presented
herein can be applied. In addition to all features of FIG. 2,
FIG. 3 schematically illustrates a message passing occurring
between TRP 4005 and terminal device 300q, where TRP
4005 in step S11 transmits at least one packet, such as a
trigger frame, that the terminal device 300q is assumed to
receive and respond to with its own feedback packet, as in
step S12. In some aspects step S11 involves at least both
steps S1 and S2 as disclosed above and step S12 involves at
least step S3 as disclosed above. Since terminal device 300a
is located in the partial overlap of coverage regions 500q,
5005, the response transmitted by terminal device 300a to
TRP 4005 of network node 2005 in step S12 will also be
received by TRP 400a of network node 200a.

[0039] FIG. 4 is a schematic diagram illustrating a com-
munications network 100¢ where embodiments presented
herein can be applied. FIG. 4 differs from FIGS. 2 and 3 in
that the TRPs 4004, 40056 are located physically closer to
each other, thus resulting in the coverage regions 500a, 5005
having a larger partial overlap in FIG. 4 than in FIGS. 2 and
3. FIG. 4 additionally schematically illustrates the message
passing occurring as in FIG. 3. Since the TRPs 4004, 4005
are located so close to each other, TRP 4004 will receive the
at least one packet as transmitted in step S11 from TRP 4005.

[0040] If not handled properly, both illustrative scenarios
of FIGS. 3 and 4 will cause interference. The embodiments
disclosed herein therefore relate to mechanisms for mitigat-
ing interference in a communications network 100a, 1005,
100c. In order to obtain such mechanisms there is provided
a network node 2004, a method performed by the network
node 200a, a computer program product comprising code,
for example in the form of a computer program, that when
run on a network node 2004, causes the network node 200a
to perform the method.

[0041] Reference is now made to FIG. 5 illustrating a
method for mitigating interference in a communications
network 100a, 1005, 100¢ as performed by the network node
200a according to an embodiment. Continued reference is
made to FIGS. 2-4.

[0042] In general terms, the herein disclosed embodiments
are based on a network node 2004 of a TRP 400a overhear-
ing transmissions of a packet from a packet sender, where
the packet indicates transmission of a further packet (either
from the same packet sender or from another packet sender).
Particularly, the network node 200aq is configured to perform
step S102:
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[0043] S102: The network node 200a obtains a packet.
The packet has been wirelessly received in an uplink direc-
tion by a TRP 400a of the network node 200a and from a
packet sender 2005, 300a. The packet is indicative of
scheduled transmission of a further packet within a pre-
defined time interval from the TRP 400a has wirelessly
received the packet.

[0044] The network node 200 then uses information of the
direction in which the transmission was received when
determining its own beamforming weights so as to reduce,
or even minimize, the interference in directions that would
cause strong interference during transmission of the further
packet. The network node 200« is thus configured to per-
form step S104:

[0045] S104: The network node 200a determines beam-
forming weights such that interference caused by transmis-
sion from the TRP 400a of the network node 200a in a
downlink direction being reversed to the uplink direction is
less than a threshold interference value.

[0046] The determined beamforming weights are then
used during transmission from the TRP 400a of the network
node 200a. The network node 200q is thus configured to
perform step S106:

[0047] S106: The network node 200q initiates transmis-
sion in at least one beam using the determined beamforming
weights. The beamforming weights are used for the trans-
mission at least within the predefined time interval.

[0048] Embodiments relating to further details of mitigat-
ing interference in a communications network 100a, 1005,
100¢ as performed by the network node 200a will now be
disclosed.

[0049] There may be different ways to enable the inter-
ference caused by the transmission from the TRP 400a to be
less than the threshold interference value, thus controlling
the level of possible interference caused.

[0050] In some aspects the interference is controlled by
reducing the power in the downlink direction. That is,
according to an embodiment the beamforming weights are
determined such that transmission power of the transmission
in the downlink direction is less than a threshold power
value. The threshold power value depends on the threshold
interference value.

[0051] In some aspects the interference is controlled by
using transmission in a channel being orthogonal to the
channel in the uplink direction. The network node 200a
might therefore perform channel estimation. Particularly,
according to an embodiment the network node 200a is
configured to perform (optional) step S104a:

[0052] S104a. The network node 200a estimates, using
the obtained packet, uplink channel coeflicients of an uplink
channel in which the packet was wirelessly received from
the packet sender 20056, 300q.

[0053] The uplink direction is then defined by the uplink
channel. That is, according to an embodiment the uplink
direction is defined by the uplink channel coefficients.
[0054] The channel in the downlink direction might then
be determined. Particularly, according to an embodiment the
network node 200q is configured to perform (optional) step
S1045:

[0055] S10456: The network node 200a determines first
downlink channel coefficients of a downlink channel
towards the packet sender 2005, 300a using the estimated
uplink channel.
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[0056] The beamforming weights might then be deter-
mined from the downlink channel. That is, according to an
embodiment the beamforming weights are determined based
on the first downlink channel coefficients.

[0057] There might be different ways to enable transmis-
sion in a channel being orthogonal to the channel in the
uplink direction and to enable transmission that is orthogo-
nal to the estimated downlink channel. In some aspects the
transmission is orthogonal to the estimated downlink chan-
nel (where this estimate might be obtained by transposing
the estimate of the uplink channel). Particularly, according
to an embodiment the transmission is initiated in a second
downlink channel with second downlink channel coeffi-
cients being orthogonal to the first downlink channel coef-
ficients. The second downlink channel coefficients then
define the beamforming weights. That is, a beam with
beamforming weights f is constructed that is orthogonal to
HZ, where H denotes the uplink channel and defines the
uplink channel coefficients and thus H” denotes the down-
link channel and defines the first downlink channel coeffi-
cients. In other words, the beamforming weights f are
constructed such that H’f is zero (or close to zero). This is
the same as fH” being zero (or close to zero).

[0058] There could be different ways to measure the
orthogonality. A common measure used is the Frobenius
norm of the product between the beams and the downlink
channel. The Frobenius norm is generally defined as |[H7V||,
where the columns of V are the beamforming coefficients (or
simply denoted as “beams”) of the network node 200a used
during its transmission initiated in step S106, and where ||x|
denotes the Frobenius norm of x. The smaller the Frobenius
norm of |[H?V], the more orthogonal the transmission is
toward the packet sender 2005, 300a. It is noted that the
herein disclosed embodiments are not limited to any par-
ticular choice to measure the orthogonality.

[0059] The packet sender 2005, 300a might use different
number of antennas when transmitting the packet that is
obtained by the network node 200a in step S102.

[0060] Insome aspects it is assumed that the packet sender
2005, 300a uses a single antenna for transmitting the packet.
In this case, when the network node 200a obtains the packet
it is, in step S104a able to estimate the complete uplink
channel from the packet sender 20056, 3004 to itself. Assum-
ing channel reciprocity, the transpose of the uplink channel
is the downlink channel. This enables the network node
200aq the possibility to perform downlink transmission to its
own served terminal devices 3004, 300e whilst at the same
time avoiding causing significant interference to the packet
sender 2005, 300q. If h is the estimated uplink channel
vector at the network node 200a (thus replacing H in the
expressions above), then h” is the estimated downlink chan-
nel vector and comprises the first downlink channel coeffi-
cients. If the network node 200a intends to transmit a
downlink packet to some of its served terminal devices
300d, 300e right after receiving the packet from the packet
sender 2005, 300q, it can transmit the downlink packet in a
direction that is orthogonal (or close to orthogonal) to hZ. In
this way, little interference is caused at the packet sender
2005, 300a.

[0061] In general terms, the packet might be assumed to
comprise a pilot configuration, in turn comprising pilot
signals in time and frequency, that allows for estimating the
uplink channel for a number of streams. Preferably, the
uplink channel is to be estimated to each transmit antenna,

Aug. 20, 2020

to get the full rank of the uplink channel. Then the number
of streams will be equal to the number of transmit antennas.
Specifically, in Wi-Fi, the number of long training field
(LTF) symbols used for uplink channel estimation equals the
number of streams. However, in other systems there might
be a different design of the pilot signals to allow for
estimating the complete uplink channel. In some aspects it
is assumed that the packet sender 2005, 3004 uses more than
one antenna for transmitting the packet. In this case, the
network node 200a might not be enabled to estimate the
complete uplink channel between itself and the packet
sender 2005, 300 if the packet only comprises one single
symbol. In this case, the network node 2004 might only be
enabled to estimate one dimension of the uplink channel. For
this reason, there might be as many symbols in the packet
sent by the packet sender 2005, 300a which enables the
network node 2004 to estimate the complete uplink channel.
In this case, the network node 2004 in step S104a obtains an
estimate H of the uplink channel matrix, where (due to
channel reciprocity) H” is the first downlink channel. As
disclosed above, the network node 200a might thereafter
transmit in downlink such that its transmission is orthogonal
(or close to orthogonal) to H”. In other aspects only a part
of the uplink channel needs to be estimates, which might
require fewer symbols in the packet.

[0062] There might be different ways to define the pre-
defined time interval. In some aspects, transmission either to
or from the packet sender 2005, 300a follows immediately
after the packet has been wirelessly received by the TRP
4004a of the network node 2004 and lasts for the duration of
the TXOP. In some aspects the predefined time interval is
therefore defined by the next TXOP. That is, according to an
embodiment the predefined time interval is defined as a
next-coming transmission opportunity. Thus, although the
network node 200a obtaining the packet sent by the packet
sender 2005, 300 might not detect the subsequent transmis-
sion either to or from the packet sender 2005, 300a, the
network node 200a knows that such transmission will start
immediately following the reception of the packet by the
TRP 4004a of the network node 200a. In some aspects the
packet has a medium access control (MAC) header that
comprises an indication of the duration for the remaining
TXOP. The remaining TXOP duration provides the network
node 200a with additional information that is useful when
scheduling its own served terminal devices 3004, 300e.

[0063] There might be different types of packets that the
network node 200q obtains in step S102.

[0064] In some aspects the packet comprises a feedback
frame. That is, according to an embodiment the packet
compromises channel state information feedback. The
packet sender 2005, 300q is then a terminal device 3004 not
served by the network node 200a. The intended packet
recipient is then the network node 2005 serving the terminal
device 300a. That is, a network node 2004 overhearing a
CSI feedback frame transmission from a terminal device
3004, not associated to its own BSS, can conclude that this
terminal device 300a might experience interference from
downlink transmissions from the TRP 400a of the network
node 200a. In case the terminal device 300« is an edge user,
the terminal device 300« is likely to experience a large path
loss, will be vulnerable to any interference arising in the
network node 2004.

[0065] There might be different types of information in the
packet obtained in step S102 on which the uplink channel
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estimation is based. According to an embodiment the packet
has a preamble. The preamble comprises a legacy long
training field (L-LTF). The uplink channel coefficients are
then estimated for at least one symbol in the L-LTF field.

[0066] The L-LTF might comprise one or more LTF
symbols. For example, extra LTF symbols might be pro-
vided in the CSI feedback frame in order to enable the
network node 200a to learn the complete uplink channel,
depending on the number of antennas used by the packet
sender 2005, 300q. Particularly, according to an embodi-
ment the L-LTF consists of as many symbols as the packet
sender 2005, 300a has antennas. There are thereby as many
symbols in the packet sent by the packet sender 2005, 3004
which enables the network node 200aq to estimate the
complete uplink channel.

[0067] Insome aspects the packet comprises an indication
that the packet sender 2005, 3004 requires a response from
the intended packet receiver. Particularly, according to an
embodiment the packet is an announcement packet. The
packet sender 2005, 300q is then a TRP 4005 of another
network node 2005. The intended packet recipient is then a
terminal device 300a served by the network node 2005 of
the TRP 4005. For example, the announcement packet might
comprise an NDP announcement frame.

[0068] A system for mitigating interference in a commu-
nications network 100a, 10056, 100c, could be defined as
comprising at least one network node 200qa as herein dis-
closed. In some aspects the system further comprises the
TRP 400a and the packet sender 2005, 300a.

[0069] FIG. 6 schematically illustrates, in terms of a
number of functional units, the components of a network
node 200q, 2005 according to an embodiment. Processing
circuitry 210 is provided using any combination of one or
more of a suitable central processing unit (CPU), multipro-
cessor, microcontroller, digital signal processor (DSP), etc.,
capable of executing software instructions stored in a com-
puter program product 810 (as in FIG. 8), e.g. in the form of
a storage medium 230. The processing circuitry 210 may
further be provided as at least one application specific
integrated circuit (ASIC), or field programmable gate array
(FPGA).

[0070] Particularly, the processing circuitry 210 is config-
ured to cause the network node 200a, 2005 to perform a set
of operations, or steps, S102-S106, as disclosed above. For
example, the storage medium 230 may store the set of
operations, and the processing circuitry 210 may be config-
ured to retrieve the set of operations from the storage
medium 230 to cause the network node 200aq, 20056 to
perform the set of operations. The set of operations may be
provided as a set of executable instructions.

[0071] Thus the processing circuitry 210 is thereby
arranged to execute methods as herein disclosed. The stor-
age medium 230 may also comprise persistent storage,
which, for example, can be any single one or combination of
magnetic memory, optical memory, solid state memory or
even remotely mounted memory. The network node 2004,
2005 may further comprise a communications interface 220
at least configured for communications with other entities,
nodes, functions, and devices in the communications net-
work 100a, 1005, 100c. As such the communications inter-
face 220 may comprise one or more transmitters and receiv-
ers, comprising analogue and digital components. Signals
could be transmitted from, and received by, a TRP 400q,
400q of the network node 200q, 2005. The TRP 400a, 4005
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could form an integral part of the network node 2004, 2005
or be physically separated from the network node 2004,
20056. The communications interface 220 might thus option-
ally comprise the TRP 400qa, 4005.

[0072] The processing circuitry 210 controls the general
operation of the network node 200a, 2005 e.g. by sending
data and control signals to the communications interface 220
and the storage medium 230, by receiving data and reports
from the communications interface 220, and by retrieving
data and instructions from the storage medium 230. Other
components, as well as the related functionality, of the
network node 2004, 2005 are omitted in order not to obscure
the concepts presented herein.

[0073] FIG. 7 schematically illustrates, in terms of a
number of functional modules, the components of a network
node 200q, 2005 according to an embodiment. The network
node 2004, 2005 of FIG. 7 comprises a number of functional
modules; an obtain module 2104 configured to perform step
S102, a determine module 2105 configured to perform step
S104, and an initiate module 210e configured to perform
step S106. The network node 200q, 2005 of FIG. 7 may
further comprise a number of optional functional modules,
such as any of an estimate module 210c¢ configured to
perform step S104a, and a determine module 2104 config-
ured to perform step S1044. In general terms, each func-
tional module 210a-210e may in one embodiment be imple-
mented only in hardware and in another embodiment with
the help of software, i.e., the latter embodiment having
computer program instructions stored on the storage
medium 230 which when run on the processing circuitry
makes the network node 200a, 2005 perform the corre-
sponding steps mentioned above in conjunction with FIG. 7.
It should also be mentioned that even though the modules
correspond to parts of a computer program, they do not need
to be separate modules therein, but the way in which they are
implemented in software is dependent on the programming
language used. Preferably, one or more or all functional
modules 210a-210e may be implemented by the processing
circuitry 210, possibly in cooperation with the communica-
tions interface 220 and/or the storage medium 230. The
processing circuitry 210 may thus be configured to from the
storage medium 230 fetch instructions as provided by a
functional 2104-210e¢ and to execute these instructions,
thereby performing any steps as disclosed herein.

[0074] The network node 200a, 2005 may be provided as
a standalone device or as a part of at least one further device.
For example, the network node 200a, 2005 may be provided
in a node of a radio access network or in a node of a core
network. Alternatively, functionality of the network node
200q, 2005 may be distributed between at least two devices,
or nodes. These at least two nodes, or devices, may either be
part of the same network part (such as the radio access
network or the core network) or may be spread between at
least two such network parts.

[0075] Thus, a first portion of the instructions performed
by the network node 200a, 2005 may be executed in a first
device, and a second portion of the of the instructions
performed by the network node 200a, 2005 may be executed
in a second device; the herein disclosed embodiments are
not limited to any particular number of devices on which the
instructions performed by the network node 200q, 2005 may
be executed. Hence, the methods according to the herein
disclosed embodiments are suitable to be performed by a
network node 200a, 2005 residing in a cloud computational
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environment. Therefore, although a single processing cir-
cuitry 210 is illustrated in FIG. 6 the processing circuitry
210 may be distributed among a plurality of devices, or
nodes. The same applies to the functional modules 210a-
210e of FIG. 7 and the computer program 820 of FIG. 8 (see
below).
[0076] FIG. 8 shows one example of a computer program
product 810 comprising computer readable storage medium
830. On this computer readable storage medium 830, a
computer program 820 can be stored, which computer
program 820 can cause the processing circuitry 210 and
thereto operatively coupled entities and devices, such as the
communications interface 220 and the storage medium 230,
to execute methods according to embodiments described
herein. The computer program 820 and/or computer pro-
gram product 810 may thus provide means for performing
any steps as herein disclosed.
[0077] In the example of FIG. 8, the computer program
product 810 is illustrated as an optical disc, such as a CD
(compact disc) or a DVD (digital versatile disc) or a Blu-Ray
disc. The computer program product 810 could also be
embodied as a memory, such as a random access memory
(RAM), a read-only memory (ROM), an erasable program-
mable read-only memory (EPROM), or an electrically eras-
able programmable read-only memory (EEPROM) and
more particularly as a non-volatile storage medium of a
device in an external memory such as a USB (Universal
Serial Bus) memory or a Flash memory, such as a compact
Flash memory. Thus, while the computer program 820 is
here schematically shown as a track on the depicted optical
disk, the computer program 820 can be stored in any way
which is suitable for the computer program product 810.
[0078] The inventive concept has mainly been described
above with reference to a few embodiments. However, as is
readily appreciated by a person skilled in the art, other
embodiments than the ones disclosed above are equally
possible within the scope of the inventive concept, as
defined by the appended patent claims.
1-25. (canceled)
26. A network node for mitigating interference in a
communications network, the network node comprising:
processing circuitry;
memory containing instructions executable by the pro-
cessing circuitry whereby the network node is operative
to:
obtain a packet, the packet having been wirelessly
received in an uplink direction by a transmission and
reception point of the network node and from a
packet sender; wherein the packet is indicative of
scheduled transmission of a further packet within a
predefined time interval from the transmission and
reception point having wirelessly received the
packet;
wherein the packet compromises channel state infor-
mation feedback; and
wherein the packet sender is a terminal device not
served by the network node;
determine beamforming weights such that interference
caused by transmission from the transmission and
reception point of the network node in a downlink
direction being reversed to the uplink direction is
less than a threshold interference value; and
initiate transmission in at least one beam using the
determined beamforming weights, wherein the
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beamforming weights are used for the transmission
at least within the predefined time interval.

27. The network node of claim 26, wherein the beam-
forming weights are determined such that transmission
power of the transmission in the downlink direction is less
than a threshold power value, the threshold power value
depending on the threshold interference value.

28. The network node of claim 26, wherein the instruc-
tions are such that the network node is operative to estimate,
using the obtained packet, uplink channel coefficients of an
uplink channel in which the packet was wirelessly received
from the packet sender.

29. The network node of claim 28, wherein the uplink
direction is defined by the uplink channel coefficients.

30. The network node of claim 28, wherein the instruc-
tions are such that the network node is operative to deter-
mine first downlink channel coefficients of a downlink
channel towards the packet sender using the estimated
uplink channel.

31. The network node of claim 30, wherein the beam-
forming weights are determined based on the first downlink
channel coefficients.

32. The network node of claim 31, wherein the transmis-
sion is initiated in a second downlink channel with second
downlink channel coefficients being orthogonal to the first
downlink channel coefficients, the second downlink channel
coeflicients defining the beamforming weights.

33. The network node of claim 26, wherein the predefined
time interval is defined as a next-coming transmission
opportunity.

34. The network node of claim 28:

wherein the packet has a preamble, the preamble com-

prising a legacy long training field (L-LTF); and
wherein the uplink channel coefficients are estimated for
at least one symbol in the L-LTF field.

35. The network node of claim 34, wherein the L-LTF
consists of as many symbols as the packet sender has
antennas.

36. The network node of claim 26, wherein the packet
comprises an indication that the packet sender requires a
response from the intended packet receiver.

37. The network node of claim 36, wherein the packet
comprises a null data packet announcement frame.

38. A system for mitigating interference in a communi-
cations network, the system comprising:

a network node, the network node comprising:

processing circuitry;
memory containing instructions executable by the pro-
cessing circuitry whereby the network node is opera-
tive to:
obtain a packet, the packet having been wirelessly
received in an uplink direction by a transmission
and reception point of the network node and from
a packet sender; wherein the packet is indicative
of scheduled transmission of a further packet
within a predefined time interval from the trans-
mission and reception point having wirelessly
received the packet; wherein the packet compro-
mises channel state information feedback; and
wherein the packet sender is a terminal device not
served by the network node;
determine beamforming weights such that interfer-
ence caused by transmission from the transmis-
sion and reception point of the network node in a
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downlink direction being reversed to the uplink
direction is less than a threshold interference
value; and

initiate transmission in at least one beam using the
determined beamforming weights, wherein the
beamforming weights are used for the transmis-
sion at least within the predefined time interval.

39. The system of claim 38, further comprising:

the transmission and reception point; and

the packet sender.

40. A method for mitigating interference in a communi-
cations network, the method comprising a network node:

obtaining a packet, the packet having been wirelessly

received in an uplink direction by a transmission and
reception point of the network node and from a packet
sender; wherein the packet is indicative of scheduled
transmission of a further packet within a predefined
time interval from the transmission and reception point
having wirelessly received the packet; wherein the
packet compromises channel state information feed-
back; and wherein the packet sender is a terminal
device not served by the network node;

determining beamforming weights such that interference

caused by transmission from the transmission and
reception point of the network node in a downlink
direction being reversed to the uplink direction is less
than a threshold interference value; and

initiating transmission in at least one beam using the

determined beamforming weights, wherein the beam-
forming weights are used for the transmission at least
within the predefined time interval.

41. The method of claim 40, wherein the beamforming
weights are determined such that transmission power of the
transmission in the downlink direction is less than a thresh-
old power value, the threshold power value depending on the
threshold interference value.

42. The method of claim 40, further comprising estimat-
ing, using the obtained packet, uplink channel coefficients of
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an uplink channel in which the packet was wirelessly
received from the packet sender.

43. The method of claim 42, wherein the uplink direction
is defined by the uplink channel coefficients.

44. The method of claim 42, further comprising deter-
mining first downlink channel coefficients of a downlink
channel towards the packet sender using the estimated
uplink channel.

45. The method of claim 44, wherein the beamforming
weights are determined based on the first downlink channel
coeflicients.

46. A non-transitory computer readable recording medium
storing a computer program product for mitigating interfer-
ence in a communications network, the computer program
product comprising program instructions which, when run
on processing circuitry of a network node, causes the
network node to:

obtain a packet, the packet having been wirelessly

received in an uplink direction by a transmission and
reception point of the network node and from a packet
sender; wherein the packet is indicative of scheduled
transmission of a further packet within a predefined
time interval from the transmission and reception point
having wirelessly received the packet; wherein the
packet compromises channel state information feed-
back; and wherein the packet sender is a terminal
device not served by the network node;

determine beamforming weights such that interference

caused by transmission from the transmission and
reception point of the network node in a downlink
direction being reversed to the uplink direction is less
than a threshold interference value; and

initiate transmission in at least one beam using the deter-

mined beamforming weights, wherein the beamform-
ing weights are used for the transmission at least within
the predefined time interval.

#* #* #* #* #*



