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CLASS 9: Downloadable computer software for cybersecurity, detecting and mitigating 
network attacks using artificial intelligence, machine learning and/or deep learning; 
downloadable computer software for continuous monitoring, identifying, verifying, 
analyzing, comparing, classifying, sorting and scoring of collected or acquired data from 
network traffic, network communication, network flow data, and network 
intercommunication using artificial intelligence, machine learning and/or deep learning; 
downloadable computer software for providing initiation, distribution, delivery and response 
tracking of emergency notifications to users via personal communication devices and public 
mass communication devices; downloadable computer software for supporting exchange of 
information and collaboration processes amongst organizations and people during emergency 
and crisis situations; downloadable computer software for the purposes of data collection, 
monitoring, and mass notification services for managing emergency, and crisis and business 
critical situations and improving crisis communications capability; downloadable computer 
software for the secure transmission of mass notification emergency information via audio, 
video and electronic communications networks and devices, including social networks; 
downloadable computer software for managing and analyzing data feeds and data inputs in 
the field of crisis reporting, communication and management, and for sending notifications 
through multiple IP network channels and delivery services; downloadable computer software 
for loading data from personnel directories, and managing users for purpose of crisis 
communication; downloadable computer software for managing organization directories and 
connections across organizations for the purpose of connecting them and facilitating 
collaboration before, during and after crisis situations; downloadable computer software for 
locating personnel for security and safety purposes using a global positioning system, user 
self-reporting, and other locating means; downloadable computer software for electronically 
monitoring, detecting and reporting on alarms, alerts, emergencies, hazards, security threats, 
and dangerous weather; downloadable computer software for notifying individuals and 
organizations of a changed status or condition of a sensing device or input feed via network 
based message alerts; downloadable software in the nature of a mobile application for 
sending, receiving, confirming and responding to alerts, messages, and notifications via 
wireless communications networks or the Internet; downloadable computer software in the 
nature of desktop software applications for providing desktop notifications that capture the 
user's attention with audio-visual signals and allow users to confirm, respond to notifications 
or receive additional information related to notifications; downloadable computer software 
for use in threat prevention, detection, investigation, response, remediation and analysis for 
computers, computer systems, servers, computer networks, endpoints, mobile devices, 
enterprise of things (EOT) and internet of things (IoT) enabled devices; computer software 
for managing computer network endpoint security and predicting and monitoring security 

Reg. No. 6,144,917

Registered Sep. 08, 2020

Int. Cl.: 9

Trademark

Principal Register



Page: 2 of 3 / RN # 6144917

threats to computer networks; downloadable computer operating system programs; 
downloadable computer software for performing data security functions in the field of 
cryptographic network security; downloadable computer software for automating a process 
for authentication of identity using existing databases in connection with the issuance and 
management of digital certificates used for authentication or encryption of digital 
communications over the Internet and other computer networks; downloadable computer 
software, namely, encryption software to enable secure transmission of digital information; 
downloadable computer software to integrate managed security, namely, virtual private 
network (VPN), public key infrastructure (PKI), digital certificate issuance, verification and 
management; cloud computing software; downloadable Internet of things (IOT) management 
software platform consisting of downloadable cloud-based software, mobile and desktop 
applications, and premise-based gateway agent software; downloadable computer software 
for use in managing device-to-device, device-to-cloud and cloud-to-device communications; 
downloadable computer software for machine-to-machine (M2M) communication, remote 
data collection and process control; downloadable computer software for asset tracking; 
downloadable computer software to track and manage IP-enabled machines and other 
connected devices; downloadable software Development Kits (SDKs), Application 
Programming Interface (API) software, and Enterprise Application Integration (EAI) 
software for creating software and applications related to machine to machine (M2M) 
devices, network and Internet connected devices, and IOT devices; downloadable computer 
software for sending, receiving and analyzing data from network and Internet-connected 
devices; downloadable computer software, namely, software and middleware used to allow 
software applications to interface with mobile and remote devices and to allow connectivity, 
memory storage, and device management, all via a computer network; downloadable 
computer software and hardware for fleet asset tracking in the transportation industry; 
downloadable computer software and hardware for tracking and managing IP-enabled 
machines; downloadable computer software and hardware to collect, filter and process 
electronic data, namely, audio, voice, video, images, text, electronic mail and messaging, 
documents, and vehicle and driver telematics and analytics concerning driver behavior, 
vehicle diagnostics, maintenance, performance, location, and downtime; downloadable 
computer software systems for use in dispatch, video monitoring, driver compliance, driver 
performance, driver scorecards, document management, trailer tracking, asset tracking, 
vehicle tracking, telematics, fuel economy tracking, driver workflow, integrations with third 
party software, vehicle utilization, temperature tracking, vehicle inspection reports; mobile 
phones, smart phones, tablet computers and wireless communication devices for voice, data, 
or image transmission; accessories for mobile phones, smart phones, tablet computers and 
wireless communication devices, namely, headsets and earphones, phone chargers, battery 
chargers, mounts, cradles and holders for hands-free phone use, charging and docking 
stations, cell phone and tablet computer protective cases, protective covers and cases for 
handheld electronic devices, cell phone holsters, and speakers; downloadable computer 
software for mobile phones, portable media players, and handheld computers, namely, 
software for sending digital photos, videos, images, and text to others via the global computer 
network; downloadable computer software in the fields of Mobile Device Management 
(MDM), Mobile Applications Management (MAM), Mobile Security Management (MSM), 
Mobile Information Management (MIM), and mobile Identity and Access Management 
(IAM); downloadable computer software to allow network administrators to monitor, 
manage, and quarantine devices that are granted access to a network
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REQUIREMENTS TO MAINTAIN YOUR FEDERAL TRADEMARK REGISTRATION

WARNING: YOUR REGISTRATION WILL BE CANCELLED IF YOU DO NOT FILE THE 
DOCUMENTS BELOW DURING THE SPECIFIED TIME PERIODS.

Requirements in the First Ten  Years* 
What and When to File:

First Filing Deadline:  You must file a Declaration of Use (or Excusable Nonuse) between the 5th 

and 6th years after the registration date.  See 15 U.S.C. §§1058, 1141k.  If the declaration is accepted, 

the registration will continue in force for the remainder of the ten-year period, calculated from the 

registration date, unless cancelled by an order of the Commissioner for Trademarks or a federal court.

•

Second Filing Deadline:  You must file a Declaration of Use (or Excusable Nonuse) and 

an Application for Renewal between the 9th and 10th years after the registration date.* See 15 U.S.C. 

§1059.

•

Requirements in Successive Ten-Year Periods* 
What and When to File:

You must file a Declaration of Use (or Excusable Nonuse)  and  an  Application for Renewal 
between every 9th and 10th-year period, calculated from the registration date.*

•

Grace Period Filings*

The above documents will be accepted as timely if filed within six months after the deadlines listed above 
with the payment of an additional fee.

*ATTENTION MADRID PROTOCOL REGISTRANTS:  The holder of an international registration with 
an extension of protection to the United States under the Madrid Protocol must timely file the Declarations of 
Use (or Excusable Nonuse) referenced above directly with the United States Patent and Trademark Office 
(USPTO). The time periods for filing are based on the U.S. registration date (not the international registration 
date).  The deadlines and grace periods for the Declarations of Use (or Excusable Nonuse) are identical to 
those for nationally issued registrations.  See 15 U.S.C. §§1058, 1141k.  However, owners of international 
registrations do not file renewal applications at the USPTO. Instead, the holder must file a renewal of the 
underlying international registration at the International Bureau of the  World Intellectual Property 
Organization, under Article 7 of the Madrid Protocol, before the expiration of each ten-year term of 
protection, calculated from the date of the international registration.  See 15 U.S.C. §1141j.  For more 
information and renewal forms for the international registration, see http://www.wipo.int/madrid/en/.

NOTE:  Fees and requirements for maintaining registrations are subject to change.  Please check the 
USPTO website for further information.  With the exception of renewal applications for registered 
extensions of protection, you can file the registration maintenance documents referenced above online 
at http://www.uspto.gov.

NOTE:  A courtesy e-mail reminder of USPTO maintenance filing deadlines will be sent to trademark 
owners/holders who authorize e-mail communication and maintain a current e-mail address with the 
USPTO. To ensure that e-mail is authorized and your address is current, please use the Trademark 
Electronic  Application System (TEAS) Correspondence  Address and Change of Owner  Address 
Forms available at http://www.uspto.gov.


